In his role at Lloyd’s, Marcus is responsible for ensuring that risks to information are understood and adequately mitigated in a cost effective manner throughout the corporation, both in the UK and in its overseas locations. His role extends to providing assurance to this effect to Executive, Senior and Line Management. Marcus also has corporate responsibility for Data Protection and Privacy and provides thought leadership on information related risks pertinent to Lloyd’s market. Marcus has worked in IT for more than 34 years, specializing in information risk, protection, security and continuity for the past 21 years.

Dr. Massoud Amin leads extensive projects in smart grids and infrastructure security and is considered the father of smart grid. He holds the Honeywell/H.W. Sweat Chair in Technological Leadership at the University of Minnesota, directs the University’s Technological Leadership Institute (TLI), is a University Distinguished Teaching Professor, and professor of electrical and computer engineering. Before joining the University in 2003, he held positions of increasing responsibility at the Electric Power Research Institute in Palo Alto. After 9/11, he directed all Infrastructure Security R&D and led Grid Operations/Planning and Energy Markets. Prior to 9/11, he served as head of mathematics and information sciences, led the development of more than 24 technologies that transferred to industry, and twice received the Institute’s highest honor.

Christopher Buse is on the Defense Council of the Truman National Security Project. His corporate experience includes tours at Wells Fargo & Co., LexisNexis and currently, ReconRobotics, where he leads corporate development efforts from Washington, D.C. A former Associate Deputy General Counsel at the Pentagon, he was also a U.S. Marine Corps Military Intelligence Officer. He is a high-tech executive and teaches national security policy at Macalester College. He is also President of the Twin Cities Chapter of the Association for Unmanned Vehicle Systems (AUVSI). He is active with the American Bar Association Standing Committee on Law & National Security, and serves on boards with FBI’s InfraGard Alliance and the Cyber Security Summit.
Mark Camillo  
*Head of Network Security/Privacy for the Americas, AIG*  
**Panelist: New Ways to Crack the ‘Affordability’ Aspects of Security**

Mark Camillo is the Head of Network Security/Privacy for the Americas at AIG and is responsible for the CyberEdge suite of products. Prior to this role, Mark was responsible for the Personal Identity Coverage (PIC) and Payment Fraud Products. Mark joined AIG in 2001 and has held positions of increasing management responsibility in various parts of the organization including eBusiness Risk Solutions, Affinity Group, A&H, Professional Liability, and the Fidelity team. Prior to AIG, Mark worked in sales, marketing and product development for Dun & Bradstreet (D&B) and SITEL Corporation. Mark has a Master’s of Business Administration from SUNY Buffalo and a Bachelor of Science degree from the University of Wyoming.

Barry Caplin, CISSP, ISSMP, CISA, CISM  
*Keynote Speaker*  
**Chief Information Security Officer, Fairview Health Services**

*Healthcare – Security Framework and Solutions*

Barry is the first Chief Information Security Officer for Fairview Health Services, responsible for enterprise information security and technologies including HIPAA compliance and security architecture. Barry has 30 years of experience in technology, the last 20 focused on information security. He holds an MS in applied mathematics from Virginia Polytechnic Institute (Virginia Tech), and CISSP, ISSMP, CISA, and CISM certifications. He recently retired from coaching youth sports and as director of coaching for soccer programs. He serves on the board of the Valley Athletic Association, overseeing travel and community sports. Follow him on Twitter @bcaplin and read his blog at http://securityandcoffee.blogspot.com/

Tomas Castrejon  
*Director, PwC*

**Panelist: Creating a Better Intelligence Pipeline – Next Generation Threat and Risk Intelligence Sharing**

As a Director in PwC’s Cyber Investigations practice, Tomas works with clients in the healthcare, retail, legal, oil and gas and manufacturing industries. He serves as an Incident Response Lead during complex data breach and network intrusion and internal investigations, state-sponsored cyber attacks, and has worked with Federal law enforcement on cases requiring their involvement. Tomas has testified in both criminal and civil cases, before the Grand Jury, and as an expert. Tomas is an Adjunct Professor teaching a graduate level course on Digital Forensic Investigations and Litigation and serves as a coach for the International Association of Computer Investigative Specialists (IACIS) certification process. He has also lectured on forensic tools, techniques and trends in digital forensics.

Previously, Tomas served as the National Digital Forensics Practice Leader for another Big 4 firm, has earned his EnCE and CFCE certifications, and has a Masters degree in Digital Forensics Management.

John Coletti  
*Vice President, Underwriting Manager, XL Group*  
**Panelist: Increasing Risk Intelligence Up and Down the Enterprise**

From the early days of cyber insurance to today’s dynamic marketplace, John has helped his clients address the latest exposures. He leads XL Group’s cyber and technology E&O underwriting team in looking ahead to tomorrow’s risks. As a pioneer in cyber insurance, John has made critical contributions to the development of this fast-paced product. He manages cyber insurance and technology E&O team, with underwriters in New York, Chicago, Dallas, Atlanta and Washington DC. Before joining XL Group, John was the assistant vice president in charge of professional liability at CNA, where he managed a portfolio of cyber and E&O insurance with a focus on the technology industry. Before that, he held various underwriting, audit and accounting positions at Gulf Insurance. John’s insights on cyber insurance have been published in many articles, and he’s a frequent speaker at industry events. He holds a Bachelor of Arts degree in accounting from the Adelphi University in New York.

Jonathon Flynn, JD, MS  
*Assistant Professor, Cardinal Stritch University*  
**Moderator: Privacy and Security – Two Sides of the Same Coin**

Jonathon is currently earning his PhD in computer engineering and teaches business law, business ethics, personal finance, information systems and entrepreneurship courses at Cardinal Stritch University. Prior to accepting a faculty position at Cardinal Stritch University, Jonathon practiced estate planning and intellectual property law and also worked as a computer programmer in Los Angeles and Milwaukee. Jonathon is a graduate of Marquette University Law School and has also earned masters degrees in Aerospace Engineering from the University of Southern California and Computer Science from the University of Wisconsin – Milwaukee, where his emphasis was computer security and encryption.
Anders Folk focuses his practice on securities litigation, white collar criminal defense and government and internal investigations. Prior to his current position, Anders was an assistant United States attorney in the District of Minnesota where he tried 15 jury trials to verdict and argued numerous cases before the Eighth Circuit Court of Appeals. Prior to his work as an assistant United States attorney, Anders was a commissioned officer in the United States Marine Corps. He served as a judge advocate at Camp Pendleton where he litigated 16 jury trials to verdict and, in 2004, was awarded Defense Counsel of the Year as the top Marine judge advocate in the Western Region of the United States. In 2008, Anders was one of five national recipients awarded the Federal Bar Association’s Younger Federal Attorney award. In 2010, Minnesota Lawyer honored Anders with the Attorney of the Year award, and in 2011, his work on the al-Shabab investigations and prosecutions earned him the Justice with the Attorney of the Year as the top Marine judge advocate in the Western Region of the United States. In 2012, the Minneapolis/St. Paul Business Journal named Anders as a 40 Under Forty honoree.

Don Gray
Chief Security Strategist, Solutionary
Panelist: Leveraging the Cloud – Aligning Priorities of CFOs, CIOs and CISOs

A veteran of technology applications development since 1991, Don Gray brings “in-the-trenches” information security experience to his role as Solutionary’s Chief Security Strategist. In his role, Gray leads the Security Engineering Research Team (SERT) and is directly involved with researching new threats and overall information security trends. He is co-chair of the Cloud Security Alliance’s Top Threat Working Group, leading the development of the CSA’s Top Threats Report. Don is regularly quoted in the media as an information security expert and is a frequent speaker at industry events including Gartner Security Summit, Forrester Security Forum, CSO Breakfast Club series and key channel partner events.

Kathy Grayson
Technology and Healthcare Reporter, Minneapolis/St. Paul Business Journal
Panelist: Creating a Better Intelligence Pipeline – Next Generation Threat and Risk Intelligence Sharing


Mike Johnson, MSST, CISM
Senior Vice President, Chief Information Security Officer/Director of Operations Risk, Bremer Banks
Panelist: Increasing Risk Intelligence Up and Down the Enterprise

Mike Johnson has worked in financial services for over 20 years, focusing on Security, Risk Management, Compliance, and IT issues. Mike has been with Bremer Bank, a $9 billion regional financial services firm, for 15 years, and is responsible for developing and overseeing Bremer’s enterprise security and operations risk management program. Prior to joining Bremer, Mike was IT Director and Compliance Officer for Dean Financial Services in St. Paul, and spent eight years as an FDIC Bank Examiner. Mike holds a Certified Information Security Manager (CISM) designation from ISACA and a Master of Science degree in Security Technologies from the University of Minnesota College of Science and Engineering.

Eran Kahana
Special Counsel, Maslon Edelman Borman & Brand, LLP
Moderator: Threat to the CEOs – Plausible Deniability vs. Safeguarding Shareholder Interests

Eran Kahana, Special Counsel to Minneapolis law firm Maslon Edelman Borman & Brand, LLP, is an IP attorney with extensive experience advising clients in domestic and international settings. He focuses his practice on matters such as drafting and negotiating complex software, patent and trademark licenses, joint development agreements, strategic partnerships, subcontract agreements and service agreements. Eran has extensive experience managing and enforcing global copyright, trademark and patent portfolios, and advises clients on a wide variety of IP needs. Eran is a frequent speaker and writer on various intellectual property topics and a Research Fellow at Stanford Law School.

Brian Kenyon
Vice President & Chief Technology Officer, McAfee
Panelist: Threat to the CEOs – Plausible Deniability vs. Safeguarding Shareholder Interests

Brian Kenyon is Vice President and Chief Technology Officer at McAfee, where he is responsible for leading an engineering organization focused on developing comprehensive security and compliance for enterprise organizations. His team designs solutions as well as addresses crisis situations in support of some of the world’s largest IT infrastructures. Brian serves as a trusted advisor to industry and government organizations on key cyber security issues and best practices to guard against these evolving threats. He is a co-author of Security Battleground: An Executive Field Manual, lead author for Security Sage’s Guide to Hardening the Network Infrastructure, and contributing author of network architecture for Special Ops: Network and Host Security for Microsoft, Oracle and UNIX.
Thomas Ketcham
*Chief Information Officer, Executive Vice President, Intensity Analytics*

**Panelist: Privacy and Security – Two Sides of the Same Coin**

Tom has been a serial entrepreneur for more than 20 years, helping manage and guide businesses from the start-up phase to more than 500 employees. As a Sytems Engineering undergraduate at George Mason University, he co-founded a GIS/urban planning laboratory that led to his first commercial venture. He was among the early pioneers on the web in 1993, and has designed countless solutions which have ranged from novel data capture routines and visualization components, to half-million line technology suites, forming the basis for high-end, critical information management solutions, to patent-pending behavioral analytics platforms.

Gopal Khanna
*Co-Founder and Chair, Cyber Security Summit*

**Master of Ceremonies**

Gopal Khanna is a Senior Fellow at the Technological Leadership Institute at the University of Minnesota. He is also a Principal at TheKhanna Group, LLC. From 2002 through 2010, Khanna held senior positions in federal and state government – most recently as Minnesota’s first State CIO in the administration of Governor Tim Pawlenty and before that as the CIO and CFO of the United States Peace Corps in the administration of President George W. Bush, as well as the CFO of the Executive Office of the President. Prior to his service in government, Khanna was in the private sector where he held several corporate management positions and led start-up technology solutions/consulting firms. Khanna served as the Lead Co-Chair for the Commission on Service Innovation chartered by Minnesota legislature to provide recommendations on how to restructure and improve the overall delivery of services to citizens. Additionally, Khanna is President of TIE – Minnesota; Member of Board of Advisors of For My Children.com; Member of Board of Directors of Pathways to Children, a Minneapolis based non-profit organization; and President and CEO of Minnesota Innovation Lab (MNiLab), a non-profit start-up organization providing a platform for bringing together public, private, and non-profit sectors and other stakeholders to assist them in leveraging best practices to have a positive impact on their communities.

Nate Lesser
*Keynote Speaker*

**Deputy Director, National Cybersecurity Center of Excellence**

**Healthcare – Security Framework and Solutions**

Nathan (Nate) Lesser is deputy director of the National Cybersecurity Center of Excellence (NCCoE). As part of the National Institute of Standards and Technology, an agency within the Department of Commerce, the center is dedicated to increasing the rate of adoption of practical cybersecurity solutions. Prior to joining the NCCoE, Nate was a lead associate at Booz Allen Hamilton, where he oversaw the firm’s transportation cybersecurity practice area. Nate led a team of more than 20 cybersecurity engineers serving clients across a variety of federal agencies including the Departments of Homeland Security, Defense, State, Health, Transportation and NASA. From 2005 – 2009, Nate was a Presidential Management Fellow and policy analyst with the Office of Management and Budget. Nate holds bachelor’s and master’s degrees in electrical engineering from Columbia University. He lives in Washington, DC with his wife and three children.

Chris Lyons
*Vice President of Business Services, Comcast Business, Twin Cities Region*

**Keynote Introduction**

Chris Lyons serves as Vice President of Business Services for Comcast’s Twin Cities region. He leads all business development and sales strategy for Comcast commercial services in the Twin Cities metropolitan area, and Comcast’s operations in Independence, Missouri and Olathe, Kansas. Chris is a 20-year veteran of the business-to-business communications services industry. Before moving to the Twin Cities in the fall of 2011, he helped lead significant improvements in capital management and sales performance as Director of Business Services in Comcast’s Mid-South region.

Michael McNeil
*Global Chief Privacy and Security Officer, Medtronic, Inc.*

**Panelist: Privacy and Security – Two Sides of the Same Coin**

Michael McNeil is the current Global Chief Privacy & Security Officer at Medtronic, Inc. Prior to this assignment, McNeil was the Chief IT Security Officer at Liberty Mutual Group, Global Chief Privacy Officer at Pitney Bowes and Vice President, Chief Privacy Officer of Data Services for Reynolds & Reynolds. McNeil, a noted privacy and security expert, has conducted in-house training and presentations for clients and has presented at privacy and security conferences worldwide. He has appeared as a panelist at the International Association of Privacy Professionals (IAPP) in Washington D.C. “Ten Steps to Gold Star Privacy Governance,” and presented as a Governing Body Co-Chair for the 2013 Minneapolis CISO Executive Summit “Running with Change: The Development of Medtronic’s Global Security Program”. Michael holds the chair position for the Medical Device Privacy Consortium (MDPC) and the Twin Cities Privacy Network (TCPN). McNeil also co-authored Gain a Competitive Edge by Using Customer Data Responsibly and Effectively, a white paper developed with Northwood University.
Kathleen Moriarty
Global Lead Security Architect, Corporate Office of the Chief Technology Officer, EMC Corporation
Panelist: Creating a Better Intelligence Pipeline – Next Generation Threat and Risk Intelligence Sharing

Kathleen Moriarty is the Global Lead Security Architect for EMC Corporation's Office of the CTO, working on technology strategy and industry standards in information security. Kathleen has been the primary author of multiple published standards and actively contributes/leads security standards activity in both the IETF and ITU-T with a focus on incident response and security automation. Previously, as the practice manager for security consulting at EMC, she was responsible for oversight of key projects, and development of security programs, in addition to serving as the acting Chief Information Security Officer of a global investment banking firm. Kathleen has also been the head of IT Security at MIT Lincoln Laboratory and the Director of Information Security at FactSet Research Systems, responsible for the information security program and team. Kathleen holds a Masters of Science degree in Computer Science from Rensselaer Polytechnic Institute and a Bachelor of Science in Mathematics and Computer Science from Siena College.

Craig Newman
Partner, Richards Kibbe & Orbe, LLP
Panelist: Threat to the CEOs – Plausible Deniability vs. Safeguarding Shareholder Interests

Craig A. Newman has more than 25 years of experience as a law firm partner, general counsel and corporate executive. He is currently a partner and member of the Executive Committee of Richards Kibbe & Orbe LLP in the firm’s New York office. Previously, Craig served as General Counsel of a $6.5 billion multi-sector global investment firm, Senior Vice President & General Counsel of Americast, and a partner with Arnold & Porter LLP. He is a frequent speaker and contributor to The New York Times, The Washington Post, The Wall Street Journal and Financial Times, among other publications. He serves as CEO of the Freedom2Connect Foundation, a non-profit that promotes global Internet freedom through the use of technology, Chairman of the National Board of Advisors at the Cronkite School of Journalism at Arizona State University, and a member of the Advisory Board of Newsy, a multi-platform news service aimed at mobile devices.

John Orner
Vice President, Treasurer and Chief Investment Officer, Blue Cross and Blue Shield of Minnesota
Moderator: New Ways to Crack the ‘Affordibility’ Aspects of Security

John Orner is responsible for leading the treasury and investment operations for Blue Cross and Blue Shield of Minnesota, including cash flow management, insurance and risk financing, investment portfolio management, and pension and 401(k) administration. In a concurrent role in the Blues system, John is also President & Chief Investment Officer of Capital Asset Care, Inc., Blue Cross' wholly-owned registered investment advisory firm. John has also served as Senior Vice President and Chief Investment Officer of the Blues system's Blue Healthcare Bank, an Office of Thrift Supervision licensed bank headquartered in Salt Lake City, Utah. John joined Blue Cross and Blue Shield of Minnesota in 1989. Prior to Blue Cross, he worked for several investment banking firms in Minneapolis, leading initial public offering, fixed income trading and investment banking activities.

Carolyn Parnell
Chief Information Officer, State of Minnesota
Panelist: New Ways to Crack the ‘Affordibility’ Aspects of Security

Carolyn Parnell was appointed Minnesota State Chief Information Officer by Governor Mark Dayton in 2011. As State Chief Information Officer, Parnell oversees OET's delivery of services that improve government through the effective use of Information technology. Carolyn has led the following technology organizations as Chief Operating Officer for Information Technology Services for Minnesota State Colleges and Universities, Director of Information Technology and Minnesota Public Radio/American Public Media, Director of Networks and Data Centers at Fidelity National Information Systems, and Director of Networking and Telecommunications Services at the University of Minnesota.

Congressman Erik Paulsen
Minnesota 3rd Congressional District, U.S. House of Representatives
Welcome

In January 2013, Congressman Erik Paulsen was sworn in to serve his third term representing Minnesota's Third Congressional District. Paulsen's legislative agenda parallels the initiatives that make Minnesota a great place to live, work and raise a family: a strong economic climate for job growth, a fairly-funded and accountable education system, a well-preserved environment, safe communities, and tax reform for taxpayers and businesses. Paulsen supports pro-growth initiatives and believes that open markets are the key to a strong economy. Erik serves as co-chair of the House Medical Technology Caucus and is a leader in advocating for the medical technology industry, the life-saving technologies it provides to patients, and the hundreds of thousands of jobs it supports. Before being elected to Congress in 2008, Paulsen represented Minnesotans for 14 years in the State Legislature where he served as House Majority Leader from 2003 to 2007. He received his B.A. in mathematics from St. Olaf College.
General Raduege served 35 years in the U.S. military. He worked in the areas of technology, including telecommunications, space, information and network operations. He served more than 17 years in joint duty assignments and four times as a Federal activity Chief Information Officer. As the Director of the Defense Information Systems Agency, he led Department of Defense global network operations. In that role, he directed planning, engineering and implementation of interoperable communications and intelligence systems serving the President, Secretary of Defense and all military services. Notably, he led efforts to restore communications to the Pentagon following the September 11th terrorist attacks; upgraded Presidential communications; and led the successful expansion of the Department’s Global Information Grid through a $1 billion transformational communications program. Concurrently, as the Manager of the National Communications System, he led the prioritization of communications restoration throughout New York City following the September 11th terrorist attacks.

DigiCert Senior PKI Architect Scott Rea, CISSP, is actively leading the movement toward scalable trust and secure exchange of healthcare information as a Board Member of DirectTrust and Co-chair of its Certificate Policies & Practices Working Group. Additionally, Scott plays a key role in grid computing trust as a founding member and current Vice Chair of The Americas Grid Policy Management Authority and previous Chair of the International Grid Trust Federation. Scott also customizes PKI solutions for DigiCert’s many large enterprise customers. A native Australian, Scott holds advanced degrees in Mathematics and Computer Science from Queensland University of Technology.

Jim Reavis has worked in the information security industry for many years as an entrepreneur, writer, speaker, technologist and business strategist. As co-founder, executive director and driving force of the Cloud Security Alliance, Jim is helping shape the future of information security and related technology industries. Jim is currently the President of Reavis Consulting Group, LLC, where he advises security companies, governments, large enterprises and other organizations on the implications of new trends and how to take advantage of them. Jim was a previous international board member of the ISSA, a global non-profit association of information security professionals and formerly served as the association’s Executive Director. In 1998, he founded SecurityPortal, the Internet’s largest website devoted to information security. Jim received a B.A. in Business Administration/Computer Science from Western Washington University in 1987 and serves on its alumni board.

Jeff Rohlmeier is Director of Privacy at Motorola Mobility, a Google company. He serves as lead of company-wide privacy efforts, including issues arising under global laws and standards. Prior to rejoining Motorola (where he earlier held the role of Privacy Lead with Motorola, Inc.), Jeff was Chief Privacy Officer at Thomson Reuters. He also served as an Associate Director within the U.S. Department where he coordinated policy on privacy issues globally and completed a detail to the U.S. Department of Homeland Security. Jeff received his J.D. from The Chicago-Kent College of Law and a B.A. from Purdue University.

Dr. Ron Ross is a Fellow at the National Institute of Standards and Technology. He leads the Federal Information Security Management Act Implementation Project, which includes the development of key security standards and guidelines for the federal government, contractors and the United States critical infrastructure. He has authored numerous cyber security publications and is the principal architect of the NIST Risk Management Framework. He also leads the Joint Task Force Transformation Initiative Working Group, a joint partnership with NIST, the Department of Defense, and the Intelligence Community, to develop a unified information security framework for the federal government. A graduate of the United States Military Academy at West Point, Dr. Ross served in a variety of leadership and technical positions during his twenty-year career in the United States Army. Dr. Ross holds both Masters and Ph.D. degrees in Computer Science from the United States Naval Postgraduate School.
James Ryan, CSyP, CEA, PMP
Chief Strategy Officer, Cyber Security Summit; Owner & Founder, Litmus Logic, LLC
Moderator: Creating a Better Intelligence Pipeline – Next Generation Threat and Risk Intelligence Sharing

James is a cyber defense strategy implementation expert and author with over 15 years of experience delivering transformational business results for U.S. federal agencies and critical infrastructure companies. In 2008, James worked with NASA, HP/EDS, TSCP, and others to define game-changing identity and credential management strategies — then pioneered the first implementations for early adopters. These strategies have evolved into Personal Identity Verification Interoperability (PIV-I) and the Identity, Credential and Access Management (ICAM) Segment Architecture. James holds a MSEE from Virginia Tech and is a Chartered Security Professional (CSyP), Certified Enterprise Architect (CEA), and Project Management Professional (PMP).

Curt Scarce
Account Executive, Airwatch
Keynote Introduction

Curt Scarce is a graduate of Georgia State University in Atlanta, Georgia. He has eight years of sales experience in the technology space. Curt is currently the AirWatch state and local government representative for the state of Minnesota.

Philip Schenkenberg
Shareholder, Business Litigation, Briggs & Morgan, PA
Moderator: Increasing Risk Intelligence Up and Down the Enterprise

Phil is co-chair of the firm's Business Litigation Section and is based in the Minneapolis office. He serves on the board of directors and is a member of the firm's Privacy and Data Security Group and Telecommunications Practice Group. Phil practices principally in the areas of data security, telecommunications litigation, telecommunications regulatory matters, banking litigation and business litigation. The Privacy and Data Security practice group offers a full range of services to help clients prevent, prepare for and minimize the impact of data security breaches and cyber attacks. He also serves as the firm’s Data Security Manager and chairs the firm’s Information Security Committee. Phil has represented clients before the FCC, more than 20 state public utilities commissions, and in federal and state courts. He has handled numerous complex intercarrier compensation disputes in federal and state courts, including disputes regarding traffic pumping, wireless traffic and VOIP traffic.

Richard W. Stanek
Keynote Speaker
Hennepin County Sheriff’s Office
Cyber Security and the Evolving Role of “On-the-Ground” Response Teams

Richard W. Stanek is the 27th Sheriff of Hennepin County and is serving in his second term. Sheriff Stanek is a 29-year veteran of law enforcement. Concurrent with his law enforcement career, he served five terms in the Minnesota House of Representatives, and in 2003, he was appointed by the Governor to serve as Minnesota’s Commissioner of Public Safety and Director of Homeland Security. Currently, Sheriff Stanek serves in leadership positions with several national organizations and on several national boards: National Sheriffs’ Association (NSA) Executive Committee, chair of the NSA Homeland Security Committee, and vice-chair of the NSA Global Affairs Committee. In January of 2012, Sheriff Stanek began a two-year term as President of the Major County Sheriffs’ Association. He also serves on Homeland Security’s Interagency Threat Assessment and Coordination Group, on the Criminal Intelligence Coordinating Council, and on the Director of National Intelligence’s Homeland Security/Law Enforcement Partners Group.

Jim Stickley
Keynote Speaker
Chief Technology Officer, TraceSecurity, Inc.
The Hidden Risks of Mobile Applications to Your Organization

As CTO, Vice President of Strategy & Solutions, and Co-Founder for TraceSecurity, Jim Stickley has been instrumental in directing the company strategy. With more than 20 years of experience in the hi-tech industry, Jim is in charge of the guiding principles and structure of all TraceSecurity solutions including products and services. Jim has been involved in thousands of security services for financial institutions, Fortune 100 corporations, healthcare facilities, legal firms and insurance companies. Through the years he has discovered numerous security vulnerabilities in products and helps educate organizations about what they can do to protect themselves. He has been a consultant for the network stations FOX NEWS, CBS and NBC as well as the Associated Press. Jim has been featured in numerous magazines and newspapers including Time Magazine, Business Week, Fortune Magazine, The New York Times, PC Magazine, CSO Magazine and hundreds of other publications. Additionally, Stickley is the author of The Truth about Identity Theft and a co-author of Beautiful Security.
Walt Swanson, CISM, CISSP
Information Security Manager, Minnesota
State Colleges and Universities

Keynote Introduction

Walt Swanson joined the Minnesota State College and University system office in the role of Information Security Manager in 2012. Previous to this role, he served the state of Minnesota at the Department of Natural Resources for 14 years in multiple IT management roles, including the role of Chief Information Security Officer. He has additional private industry experience including various computer technology positions of increasing authority for Target Corporation, Fortis and U.S. Bank.

John Valente
Vice President of Assurance, Corporate Systems & Chief Information Security Officer, Best Buy Co., Inc.

Panelist: Leveraging the Cloud – Aligning Priorities of CFOs, CIOs and CISOs

John Valente is the Chief Information Security Officer, Vice President of Assurance and Corporate Systems for Best Buy Co., Inc., a multinational retailer of technology and entertainment products and services. In this position, Valente ensures continued enterprise-wide information protection services, oversees the disaster recovery program for information technology (IT) and manages risk and controls environment for IT. John also has responsibility for Corporate Systems (HR, Finance and Legal). He is a member of the Best Buy Ethics Committee and provides input to the overall IT strategy of Best Buy. Valente joined Best Buy in 2002 and has more than 30 years of IT experience in retailing, banking, consumer goods and technology companies including several IT senior management positions at Accenture, Citibank, Dell and Pepsi-Cola. He is a member of the Intel Enterprise Board of Advisors for Security and Mobility, and is on the Board of Directors and Corporate Sponsors Committee of the Pacer Center. Originally from Connecticut, Valente is a graduate of Fairfield University with a bachelor’s degree in mechanical engineering.

Robin “Montana” Williams
GS-15, DH, Branch Chief, National Cybersecurity Education and Awareness, Department of Homeland Security

Panelist: New Ways to Crack the ‘Affordability’ Aspects of Security

Robin “Montana” Williams is currently the Branch Chief, National Cybersecurity Education & Awareness, Department of Homeland Security, Washington, D.C. His office is responsible for the development of national cybersecurity awareness, education, professional development, policy, standards and assessment requirements to broaden, develop and maintain an unrivaled, globally competitive cybersecurity workforce for the nation. Additionally, his team executes three components of the 44th President’s National Initiative for Cybersecurity Education (NICE). Prior to this, he served as a Senior Technical Program Manager for the National Counterintelligence Executive, directing cyber counterintelligence training and threat analysis. Mr. Williams has spent 24 years in government service including 21 years in the United States Air Force.

Jim Wolford
Chief Executive Officer, Atomic Data

Panelist: Leveraging the Cloud – Aligning Priorities of CFOs, CIOs and CISOs

As CEO and Owner of Atomic Data, Jim Wolford is responsible for providing the leadership necessary to position Atomic Data at the forefront of the industry. Jim began Atomic Data as a consumer product, providing IT solutions applicable to the masses. As the data center industry evolved and client needs outgrew consumer solutions, Jim realized that a more “boutique” methodology was needed. Because no two clients have identical business needs, recommended solutions shouldn’t come in a box. It was Jim’s insight that transformed Atomic Data into the multi-location, managed service and data center provider that it is today. As Cloud Computing comes to age, this paradigm shift has been further escalated.

Are you interested in speaking at Cyber Security Summit 2014?
Do you know an exceptional candidate?
Email us at cybersecuritysummit@eventshows.com with your suggestions.